
The goal is to sexually abuse a young person. 
This can happen is two ways.

Increasingly young people are 
being coerced or tricked into 
sending sexual images or 
sexual activity on webcam.

Predators will try to coerce and 
persuade young people to meet in 
person, in order to sexually abuse 
them.

Meta Apps: Facebook Messenger, Snapchat & Instagram

Reports last year of Images & videos of 
children being raped and / or being sexually 
abused on the internet. (Global reports have 

risen by 15,000% in last 15 years) 

There isn't one clear sign of online grooming. A young 
person who is being groomed may be pressured to keep 

it a secret from you.

or devices you haven’t given 
them in their possession 

we can all get caught up in 
ourselves if things are worrying 
us, they may seem unusually 
preoccupied 

texts or email addresses on 
their mobile phone, tablet or 
computer 

mood swings, upset or outraged 
after using the internet or their 
mobile phone

about who they are talking to 
and what they’re doing online 
or on their mobile phone, 
switching screens when you 
come near them.

Chat rooms

Dating apps
Online gaming 

sites

Social networking 
websites

Instant 
messaging apps

 Photo sharing apps and sites,
like Snapchat and Instagram

of the abuse was 
categorised as 
Category A or B. 
which includes 

rape, sexual torture 
and serious sexual 

abuse.abuse.

of victims were girls, 
and on their own 
at home

of images had been 
harvested from their 
original upload 
locations.

IN 2021 The UK’s National Crime 
Agency, estimated the number of 
people who pose a sexual threat to 
children in the UK. 

Meeting someone 
you don’t know.

Accepting messages 
from people you 
don’t know 

To keeping 
a secret.

To 
giving personal 
information


